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Protegrity’s Data Security Gateway (DSG) 

Duration: 12 hours (1 ½ days) 
Audience: Developers, system administrators, and solution architects 
Prerequisite: Protegrity’s Data Protection Fundamentals course and Protegrity’s Enterprise Security Administrator (ESA) course  
Certificate of Completion: Yes 

Description: 
Install and configure Protegrity’s Data Security Gateway for sensitive data in transit. Protegrity Data Security Gateway addresses 
these security, privacy, and compliance risks with advanced encryption and tokenization to protect sensitive data transparently 
as it moves across the network. By securing data as it is transmitted, enterprises are assured that data automatically adhere to 
rules governing sensitive data at all times. Transparently protect sensitive data across the network without modifying 
applications or database calls. Protect applications and APIs quickly without impacting your business. 

In this training you will learn how to use the Data Security Gateway to protect sensitive data as it moves across the network 
without modifying applications or database calls. This training includes demos, knowledge checks, and hands-on labs. 

Agenda: 

• Overview and features 
• Benefits 
• Use cases 
• Day-to-day operation and maintenance 
• DSG troubleshooting 


