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Online Instructor-led Course Catalog  

 

Data has become the most valuable asset of any enterprise. It enables better service, improves 
outcomes, drives new product innovation, opens new revenue channels, and increases internal 
efficiencies.   

Protegrity Training's goal is to address the complexities of traditional data-protection methods 
for you and your teams. This course catalog describes available virtual instructor-led courses. 

 

Protegrity’s Data Protection Fundamentals 

Duration: 4 hours (half-day)  
Audience: All 
Recommended Prerequisite: None 
Certificate of Completion: Yes 

Description:  
Protegrity’s Data Protection Fundamentals training course offers you a high-level overview 
of Protegrity’s data protection platform, including identifying sensitive data, defining methods 
for protecting sensitive data, and utilizing policies to deploy data protection methods to the 
entire system. 

The training includes demos and interactive activities to help you learn about Protegrity’s core 
products and data protection methods. No lab exercise included. 

Agenda: 

• About Protegrity 
• Data-centric security 
• Benefits of Protegrity’s approach  
• Our philosophy  
• Product portfolio and architecture 
• Protector definitions 
• Protegrity’s data protection methodology 
• Overview of Protegrity platform 
• Common security protection methods and tokenization 
• Policy management 
• Policy rules 

  


